
Abstract：In the midst of global digital revolution, the flow of data poses security threats that call
China's existing legislative framework for protecting personal information into question. As a
preliminary procedure for risk analysis and prevention, the risk assessment of personal data
transmission lacks detailed guidelines for support. Existing provisions reveal unclear
responsibilities for network operators and weakened rights for data subjects. Furthermore, the
regulatory system's weak operability and a lack of industry self-regulation heighten data
transmission hazards. This paper aims to compare the regulatory pathways for data information
transmission risks between China and Europe from a legal framework and content perspective. It
draws on the “Data Protection Impact Assessment Guidelines” to empower multiple stakeholders,
including data processors, controllers, and subjects, while also defining obligations. In conclusion,
this paper intends to solve China's digital security shortcomings by developing a more mature
regulatory framework and industry self-regulation mechanisms, resulting in a win-win situation
for personal data protection and the development of the digital economy.


