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Terms and Conditions 
Data protection and sharing of contact details with third parties 
 
The GHI World Congress organizers will collect, process, transfer and store delegates personal data 
only for the preparation and execution of the 1st GHI World Congress on Food Safety and Security, 
March 24-28, 2019. Delegates’ personal data will be retained securely and only be accessible on a 
‘need to know’ basis by duly authorized persons. 
 
The data as entered in the congress profile (i.e. full name, email, phone, 
company/affiliation/company details, profession) will be shared with the following entities and 
persons (i.e. third parties), 
 The 1st GHI World Congress Secretariat, c/o Congress by design, The Netherlands of delegates 

registering for 1st GHI World Congress on Food Safety and Security 
 Global Harmonization Initiative of delegates registering for 1st GHI World Congress on Food 

Safety and Security  
 The GHI World Congress Scientific Committee and session organizers who will review the 

submitted abstracts for their sessions 
 The 1st GHI World Congress caterers of registered delegates with dietary requirements. 
 
The delegates herewith irrevocably authorize the GHI World Congress organizers to collect, process, 
transfer and store their personal data to the above listed third parties and authorities. The delegates 
further expressly acknowledge and agree that any personal data disclosed in connection with the 
congress profile and registration form will be subject to the laws of the country where it is 
transferred.  
 
The GHI World Congress organizers will also take all measures within their power to ensure that all 
third parties which will process your personal data have implemented appropriate technical and 
organisational measures to protect your personal data against accidental or unlawful destruction or 
accidental loss, alteration, unauthorised disclosure or access, and which provide a level of security 
appropriate to the risk represented by the processing and the nature of the data to be protected. 
 

 

 

 

 

 

 

 

  


